
We know which data, systems and assets are 
most critical to protect.

We identify top threats and conduct regular 
vulnerability assessments.

We use layered security controls.

We use strong authentication and limit access 
to sensitive data.

We promote a culture of security awareness 
and accountability.

Employees are trained to spot phishing and 
social engineering attempts.

We use tools that alert us to threats in real time.

We know what “normal” looks like, so 
anomalies stand out.

We have a clear, tested incident response plan.

Everyone knows their roles in a crisis.

We review and update policies, tools and 
training regularly.

We stay informed about evolving threats and 
best practices.

Cyber-Ready Scorecard
Are You Evolved or Endangered?
Threats are evolving, and it’s survival of the cyber-fittest.  
Is your business keeping up? Use our scorecard to find out.

Score 1 point for each 
statement that applies to 
your business and 0 if it 
doesn’t.

9-12 points: Future-Ready
You’re resilient and 
evolving. Keep going.

5-8 points: Adapting
You’ve taken steps,
but gaps remain.

0-4 points: Endangered
You’re at high risk!
Time to evolve fast.

Let’s evolve your 
cybersecurity together.

Scoring GuideYes   No

Endangered? 
Not on our watch.




